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Abstract—Along with the rapid development of Web of Things, the RFID 
technology is widely applied in every field, but today, the great challenge we 
face is how to avoid information conflict and collision in the process of acquisi-
tion and treatment of massive information. It is the keystone of the study. This 
paper conducts a comparative analysis on different Tree-based algorithms as 
improved, and integrated with multiple sub-cycle response mechanism, a Multi-
Response Collision Tree algorithm is proposed. And beyond that, this paper 
simulates and analyzed this algorithm and other improved ones. The results re-
veal that, compared to other algorithms, MRCT algorithm features a better per-
formance, less recognition cycles, least query time slots on average, and ceiling 
throughput rate. 
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1 Introduction 

The popularity of Web of Things attributes to the spread of Internet. WoT enables 
information interaction between humans and things, things and things, people and 
spaces with perceptive and wireless communication technologies [1-3]. As a plurality 
of applications have sprung up, such as 3D printing, smart wearable devices and un-
manned technologies, the WoT has ushered in a new era of rapidly developed 2.0 
version. This technology began to develop on a large scale, collaboratively and intel-
ligently, and has infiltrated into all fields of our daily life, so that it plays a strategic 
role in the development of China’s economy. However, the first level of the WoT, i.e. 
the perceptive technology, faces a severe challenge [4]. The performance of perceived 
information is poor under the complex scale of the WoT, while the energy and time 
consumptions of data transmission hit the mark. Whence, how to improve the reliabil-
ity and availability of perceptive technology in big data environment has become the 
focus the current WoT technology should conquer [5-6]. 

In relation to other recognition technologies, Radio Frequency Identification 
(RFID) technology is finding wider and wider application due to its advantages of 
non-contact, multi-target recognition and strong anti-interference. In 2003, the United 
States began to vigorously spread FRID; after 2007, the FRID industry showed a 
development in super express and on a large scale; in 2016, China's market volume 
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reached 53 billion. More and more retail industries were also deploying FRID pro-
grams, including some technology companies who also turned their eyes to the devel-
opment of RFID technology. Credited with these, China has been armed with techno-
logical power in the fields of its industrial structure and economic development with 
strategic significance [7]. 

In the era of rapid development of the WoT, Japan and South Korea, as neighbors 
of China, took the lead in planning and implementing the Internet and the WoT. In the 
E.U., CERP-LOP program team has also been set up, and 38 relevant projects have 
been completed since its inception. The development of WoT technology involves a 
string of standards and specifications pertaining to FRID technology, and the current 
standards are the EPC Global proposed by North America, EU, AIM, ISO, UID led 
by the EU and Japan, and the IP-X led by Africa and Asia. China started relatively 
late in the RFID field. In 2006, China issued a white paper on the policy of radio 
frequency identification (RFID) and funded 19 FRID-relevant projects through the 
863 Program. In the field of FRID anti-collision technology, the constant investiga-
tion on its application in big data environment has greatly stimulated the development 
of WoT 2.0, for example, the acquisition and the treatment of a huge mass of infor-
mation reveal the features of FRID in WoT technology. In the process of information 
acquisition, the information conflicts and collision occur when multiusers access to 
target frequently. This directly affects system identification performance and 
throughput rate. The current solutions mainly include the Time Division Multiple 
Access (TDMA), the Space Division Multiple Access (SDMA), the Frequency Divi-
sion Multiple Access (FDMA) and the Code Division Multiple Access (CDMA), but 
these mainstream technologies often run short of ways in dealing with huge mass of 
information. To meet this challenge, the multi-label identification for big data is pro-
posed as the keystone of present study [8]. 

2 Tree algorithm 

 
Fig. 1. Tree shape algorithm two forked tree structure 
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FRID system label collision refers to unrecognized information by labels due to 
signal superposition when a number of labels send the message in parallel. In order to 
reduce collisions and conflicts, an anti-collision algorithm is required to optimize 
FRID system for the purpose of improving system identification efficiency and anti-
interference capacity. 

Tree-based algorithm is to differentiate the labels to which collision has occurred 
into various subsets constantly, until the collision-free labels are identified. It gets its 
name for the process seems like a tree [9-10], as shown in Fig. 1. The initial node is 
the root one, the collision subset is the intermediate node, the identified is leaf node 
and the free time slot node is also the leaf one. 

2.1 Query Tree protocol (QT) 

The Query Tree Protocol (QT) consists of a sequence of queries and responses [11-
13]. It, also known as a memory-free algorithm, first stores the tree structure in a 
reader in the absence of memory function. At the onset, the reader sends a query 
string prefixed with 0 and 1 to the label, if matched, the ID of the label returns to the 
reader; if not, it does not make response. when multiple labels match, this is the case 
of a collision, the string will be added with 0 or 1 to generate a new prefix, it re-
queries until no collision occurs. 

For example, QT algorithm finishes the identification of a set of labels (1010, 
1100, 1011) within 9 time slots. as shown in Fig. 2. 

 
Fig. 2. Tree graph of QT algorithm 
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In Fig. 2, we can see that the algorithm is a binary tree. When the prefix Q0 is sent, 
the label makes no response. Then collision must occur when sending prefix Q1. The 
algorithm can be improved to send Q10 and Q11 directly, for which reduces the waste 
of time slot caused by sending Q1. 

2.2 Jumping and dynamic searching algorithm 

In traditional FRID system, non-return-to-zero code is often used, i.e. 1 and 0 de-
note high level and low level, respectively. When the sequence AB sends the code 
sync, and any bit of the information and the number received by the reader is 1, it is 
unlikely to determine whether there is a collision in the bit, as shown in Fig. 3. 

 
Fig. 3. Coding and decoding diagram of non return to zero 

 
Fig. 4. Manchester coding and decoding diagram 
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Manchester code [14] is encoded by phase, but there is hop in the signal acquired. 
When the code is 1, the high level transfers to a low one; when the code is 0, the low 
level changes to a high one, that is, the level transition is based to judge whether colli-
sion occurs in the bit, as shown in Fig. 4. 

Jumping and Dynamic Searching (JDS) Algorithm [15-17] means that the time slot 
enquiry sequence when a collision occurs is stored as the start point of next enquiry. 
In this way, a re-enquiry by returning to the root node is not required after each label 
identification, so that the subset enquired each time gets smaller and smaller. The 
identification rate is thus increased. The enquiry sequence in this algorithm include 
the query prefix and the collision bit pointer, expressed by (Q, P). The identification 
process is shown in Fig.5. 

2.3 New Enhanced Anti-Collision Algorithm (NEAA) 

The New Enhanced Anti-Collision Algorithm (NEAA) is a tree algorithm that sub-
divides labels by the numbers 1 and 0 into groups for identification. This algorithm 
can identify multiple labels in the one time slot, and the more the labels, the more it 
recognizes in parallel. It is ideal for the identification in big data scenarios. For exam-
ple, the labels 0001, 0010, 0100, and 1000 have one number 1 and three numbers 0, 
and the numbers are transferred by Manchester code. As the reader knows that there 
are 4 labels in this group and only one number 1 in each label, after all collisions 
occur, the reader receives the signal xxxx, then the label group can be judged as 
0001,0010,0100,1000, that is to say, multiple labels can be identified simultaneously. 
Take the label group (1010, 1100, 1011) as an example, the identification process is 
shown in Fig. 6. 

Fig. 5. Example schematic diagram of JDS algorithm 
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Fig. 6. Example schematic diagram of NEAA algorithm 

2.4 Simulation comparison of improved tree algorithm  

Aloha and tree algorithms are two key types of anti-collision algorithms in FRID 
system. In big data environment, due to the randomness of Aloha, some labels are not 
recognized for a long time, however it is the disclosure of the advantage that tree 
algorithm can identify multi-labels. Several improved tree algorithms are simulated 
and compared in several ways such as time complexity, average query time slot, aver-
age communication complexity and algorithm throughput. The results are obtained as 
follows. 

Analysis of time complexity simulation algorithm. The time complexity refers to 
the cycles required for all labels to be identified. Select the label length of 96, the 
number of labels is 4096, and assume that the labels are not lost, the simulations of 
QT, JDS, NEAA algorithm are performed with the results as shown in Fig. 7. It can 
be seen that as the number of labels increases, the total time slots of the three algo-
rithms all go up linearly. However, the growth rate of QT algorithm in time slot is 
maximum, JDS and NEAA algorithms are roughly equal, and NEAA is slightly 
smaller. 

Average query time slot. The average query time slot refers to the time slot re-
quired for successfully identify a label. QT, JDS, NEAA three algorithms is per-
formed for simulation with the results as shown in Fig. 8. It can be seen that the aver-
age query time slot of QT is significantly greater than that of JDS and NEAA. Except 
for less labels, NEAA's average query timeslot is slightly higher than that of others, 
that is, basically approximate to that of JDS. This is because the NEAA algorithm has 
more empty time slots when grouping in early time, while the JDS adopts the rebound 
mechanism and does not re-query. 

Simulation and Analysis of Average Communication Complexity. The average 
communication complexity refers to the average transmission quantity of bits required 
for a label to be identified. Assume the label length is 96, QT, JDS, NEAA algorithms 
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are adopted for simulation with the results as shown in Fig. 9. It can be seen that the 
QT algorithm transmits the maximum number of bits, JDS does less while NEAA 
does least. This is because the QT algorithm increases bits for each search with more 
repetitive processes, thus features inefficiency and great transmission quantity. The 
JDS and NEAA algorithms achieve simultaneous identification of multiple labels by 
packets, thus reducing the number of bits sent. 

Analysis of throughput simulation. The algorithm throughput refers to the num-
ber of identifiable labels in the unit query timeslot, expressed as S = total number of 
labels / total query timeslot. QT, JDS, NEAA are performed for simulation with the 
results as shown in Fig. 10. It can be seen that the QT algorithm has the lowest 
throughput of 0.35, close to the Aloha. JDS is stable at about 0.5. The NEAA falls 
within 0.45 to 0.5 when there are less labels, and with the labels increase, it is stable 
at about 0.5. This is because NEAA generates empty time slots when the number of 
labels is lower, which worsens the identification efficiency and affects the throughput 
rate. However, in the big data scenario, the NEAA algorithm will eliminate this de-
fect. 

 
Fig. 7. Total slots contrast diagram 

 
Fig. 8. Average query time slot contrast diagram 
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Fig. 9. Average transmission bit contrast diagram 

 
Fig. 10.  Contrast diagram of algorithm throughput 

3 Label anti-collision algorithm based on multiple sub-response 
cycles 

3.1 Multiple sub-response cycle mechanism 

Since the label ID is unique and belongs to a binary code formed by 0 and 1, the 
label ID is divided into different finite sets by feature bits. If the collision information 
is xx10xx01, then in the top bit it must fall in the set prefixed with 00/01/10/11. 

Identification cycle refers to the time required for the reader and label to complete 
a communication, which can be divided into query and response cycles, also into the 
enquire cycle and multiple response cycle and other sub-cycles according to the 
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communication time. In doing so, the labels can respond without interference in dif-
ferent sets. 

Assume the number of sub-cycles is M, the recognition bit of the label pertains to 
the value of M. When M is 2, the response period of 0 is S0, and that of 1 is S1. It can 
also be set as query cycle and multiple response cycles, as shown in Fig. 11. 

If M takes 2, 4 and 8 respectively, the recognition bit marches response period, as 
shown in Table 1. 

Different response will be made in different cycles, there is no mutual interference, 
and sync response can be made in multiple sets of recognition bits to improve the 
identification rate and efficiency. 

 
Fig. 11.  Periodic diagram of multiple response periodic mechanism 

Table 1.  M is a matching table for 2, 4, and 8 

Response period 
number K response Marked bit 

2 
1 0 
2 1 

4 

1 00 
2 01 
3 10 
4 11 

8 

1 000 
2 001 
3 010 
4 011 
5 100 
6 101 
7 110 
8 111 

3.2 Multi-Response collision tree algorithm 

Multi-Response Collision Tree algorithm (MRCT) is such an algorithm that trans-
mits with Manchester code based on collision tree algorithm and on the principle of 
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multi-sub-cycle mechanism. Its basic process includes the reader and label, as shown 
in Fig. 12. 

Take the label group 110011, 100111, 101010, 011011, 011000, and 001001 as an 
example, when the response sub-period is 2, the identification of the MRCT algorithm 
is illustrated as shown in Fig. 13. It can be seen that a total of 5 inquiries are per-
formed to complete the identification of all the labels, the specific process is: 

1. Send a null string, all labels respond; 
2. Send prefix 0 inquiry, there is no collision in the S0 response cycle, and the label 

001001 is identified. Collision occurs in S1 response cycle; 
3. Continue the enquiry, the labels 011000 and 011011 are identified; 
4. Send prefix 1 enquiry, collision occurs in S0 response cycle. There is no collision 

in the S1 response cycle, and the label 110011 is identified; 
5. Continue the enquiry, the labels 100111 and 101010 are identified. 

 
Fig. 12.  MRCT algorithm reader and label part algorithm flow 
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Fig. 13.  Label recognition process when M is 2 

Take the label group 001001, 011000, 011011, 011001, 011011, 100111, 110001, 
110100, 110100, 110111 as an example, when the response subcycle is 4, the identifi-
cation of the MRCT algorithm is illustrated as shown in Fig.14. It can be seen that a 
total of 3 inquiries are done to complete the identification of all the labels, the specific 
process is: 

1. For the first inquiry, the label 001001 has no collision response in S0 cycle and is 
identified; the label 100111 has no collision response in S2 cycle and is identified; 
S1 and S3 collide; 

2. For the second query, the label 011000 has no collision response in the S0 cycle 
and is identified; the label 011001 has no collision response in the S1 cycle and is 
identified; the label 011010 has no collision response in the S2 cycle and is identi-
fied; the label 011011 has no collision response in the S3 cycle, and is identified 

3. For the third query, the label 110001 has no collision response in S0 cycle and is 
identified; the label 110100 has no collision response in S1 cycle and is identified; 
the label 110010 has no collision response in S2 cycle and is identified; the label 
110111 has no collision response in S3 cycle and is identified; 

 
Fig. 14.  Label recognition process when M is 4 
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As above, when the sub-response is more, the more the subgroups of recognition 
bits, and the more labels to be queried at one time, but the less the number of inquir-
ies. 

3.3 MRCT algorithm analysis 

The performance indices (recognition time complexity, communication complexi-
ty, throughput rate) of MRCT algorithm were analyzed. The number of labels is set as 
X, the length of the label coding is I, and the search depth is m. The schematic dia-
gram of a tree structure nodes is shown in Fig. 15. The leaf node is set as X0, the in-
termediate node set as X2, total number of nodes as N and sub-cycles as M, then the 
middle node at layer k is mk. 

 
Fig. 15.  Tree structure node diagram 
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The formula of algorithm throughput rate can be expressed as: 

! ! !
!!!!

! !! !!!
!!!

                                                                                                 (3) 

3.4 MRCT algorithm simulation and performance comparison 

The number of selectable labels is 4096, the label length is 96. When M takes 2, 4, 
and 8, the MRCT algorithm is simulated with the results as follows. 

As shown in Fig. 16, the query timeslots for different algorithms are compared. It 
is obvious that the greater the value M, the less the query timeslots. Because there are 
many response subcycles, the more the subsets divided in label identification bit, and 
he number of single queries increases, so that the number of queries decreases. In the 
case when the labels remain unchanged, QT algorithm is maximum, followed by JDS 
and NEAA, in the total query timeslots, and MRCT algorithm has the least. 

The average query timeslots when the number of labels changes is shown in Fig. 
17. M falls within 2 - 8, the average query timeslot decreases in turn from 1 to 0.5, 
which shows that the MRCT algorithm has obvious advantages in the big data envi-
ronment. With the labels unchanged, the QT algorithm is maximum, JDS and NEAA 
algorithms are similar, and MRCT algorithm has the least in the average query 
timeslots. 

The average number of bits transmitted with different number of labels is shown in 
Fig. 18. It is obvious that when M falls within 2 - 4, the MRCT algorithm sends the 
least number of bits, followed by NEAA, JDS and QT. However, when M takes 8, the 
MRCT algorithm sends more bits than JDS and NEAA algorithms. This roots in such 
a fact that the number of bits sent by single label increases when the response sub-
cycles expand. 

The comparison of throughput rates of the algorithms is given in Fig. 19. It is clear 
that as the M increases, the throughput rate goes up, and always greater than that of 
other algorithms. In addition to the smaller number of labels, the JDS algorithm is 
greater than the NEAA in throughput rate. The throughput rates in descending order 
are in turn MRCT (M = 8), MRCT (M = 4), MRCT (M = 2), NEAA and JDS, QT. 
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Fig. 16.  Algorithm of algorithm query time slot contrast 

 
Fig. 17.  Average query time slot contrast diagram 

 
Fig. 18.  A simulation chart of the average number of bits of the label 
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Fig. 19.  Simulation diagram of algorithm throughput 

4 Conclusion 

Along with the rapid development of Web of Things, the FRID technology is wide-
ly applied in the world, but today, the great challenge we face is how to avoid infor-
mation conflict and collision in the process of acquisition and treatment of massive 
information, as the keystone of the study. This paper conducts a comparative analysis 
on different algorithms improved from Tree-based algorithm, and with multiple sub-
cycle response mechanism, a MRCT algorithm is proposed here. And beyond that, 
this paper simulates and analyzed this algorithm, and other improved algorithms. 

1. In the era of big data, compared with Aloha algorithm, the tree algorithm can rec-
ognize the multiple labels at one time; 

2. In different response cycles, no interference occurs for response, and the response 
is made simultaneously to multiple sets of label bits to improve the recognition rate 
and efficiency. 

3. In the algorithm performance analysis, it is found that the performance of MRCT 
algorithm is higher than that of other algorithms with less identification cycles, the 
average query time slots are the least, and the throughput rate is highest. 
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